Inspektorat Spraw Obronnych i Bezpieczeństwa Informacji

Data: …………………..………………

Opis okoliczności incydentu bezpieczeństwa[[1]](#footnote-1)

1. Prawdopodobna data i godzina incydentu:……………………………………………………………………………………
2. Data i godzina stwierdzenia incydentu (jeżeli jest inna niż data incydentu): …………………………………….
3. Data i godzina powiadomienia Administratora Danych Osobowych (lokalnego Administratora Danych Osobowych)…………………………………..:………………………………………………
4. Charakterystyka incydentu (co się stało np. utrata komputera, omyłkowe wysłanie e-maila z danymi osobowymi):

……………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………..

1. Okoliczności zdarzenia (proszę podać wszystkie szczegóły np. miejsce kradzieży komputera z opisem pomieszczenia, świadkowie zdarzenia, stwierdzone zabezpieczenia lub brak zabezpieczeń pomieszczenia, w tym zabezpieczenia informatyczne w komputerze np. szyfrowanie plików, szyfrowanie twardego dysku itp.)

……………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………..

……………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………..

……………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………..

1. Kategoria danych osobowych, które mogły zostać przetworzone (np. imiona i nazwiska pracowników, adresy, adresy poczty elektronicznej, numer PESEL itp.):

………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………..

1. Czy wcześniej miały miejsce podobne przypadki ?: jeżeli tak, proszę opisać.

……………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………………..

1. Czy zgłoszono fakt naruszenia bezpieczeństwa Policji/właściwym organom ?

Proszę wskazać datę zgłoszenia i organ, któremu zgłoszono…………………………......................................

……………………………………………………………………………………………………………………………………………………………

1. Wykaz osób, których dane zostały przetworzone: proszę wskazać imiona, nazwiska i adresy zamieszkania ewentualnie wskazać miejsce (np. baza danych) gdzie dane tych konkretnych osób można pozyskać celem zawiadomienia o incydencie bezpieczeństwa:

1)…………………………………………………………..

2)………………………………………………………….

3)………………………………………………………….

…………………………………………………………………………………………..….…………………….

Stanowisko oraz podpis.

1. Wypełnić czytelnie odręcznie lub komputerowo [↑](#footnote-ref-1)